Page 1



3GPP SA3#88 
S3-172142
Dali, China; August 7-11 2017















	CR-Form-v11.2

	CHANGE REQUEST

	

	
	33.185
	CR
	 0001
	rev
	
	Current version:
	14.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	X
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	GBA use in LTE V2X

	
	

	Source to WG:
	Huawei Technologies

	Source to TSG:
	SA3

	
	

	Work item code:
	V2XLTE-Sec
	
	Date:
	2017-07-27

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
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	Other comments:
	


*** START OF FIRST MODIFICATION ***
6.3.3
Security procedures for data transfer to the UE

This subclause describes procedures for protecting data transfer between UE and V2X Control Function. 

Between the UE and network function, for UE initiated messages: 

PSK TLS with GBA including the option of the co-located BSF and NAF is used as specified in TS 33.303 [10] (subclause 5.3.3.2) for UE initiated messages between the UE and ProSe Function with the V2X Control Function playing the role of the ProSe Function.

and for network initiated messages one of the following mechanisms shall be used:

If a PSK TLS connection has been established as a part of a pull message and is still available, the available PSK TLS session shall be used.

Otherwise, PSK TLS with GBA push based shared key-based mutual authentication between the UE and the network function shall be used. GBA push is specified in TS 33.223 [13]. The network function (pushNAF) shall request USSs from the BSF when requesting a GPI, and the network function shall check in the USS if the USIM is authorized to be used for V2X services. If the authorization in the network function fails, then the network function shall refrain from establishing PSK TLS with GBA push.

NOTE 1: If a TLS connection is released, it can only be re-established by the client, i.e. UE, even though the TLS session including security association would be alive on both sides. TLS connection, in turn, is dependent on the underlying TCP connection.
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